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Countries and governments are increasingly using digital technologies 
in cyberspace, whether for communication, monitoring, espionage, 
combating crime or optimization of their military forces. The freedom 
of the internet creates new spaces and facilitates new strategies. But 
how secure are they really? How secure is our own data, and how safe 
are countries against hacker attacks? Many governments already integ-
rate cyberwarfare methods in their civil and military security strategies.
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